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7.0 MIGRATING 9-1-1 SERVICE

In order to migrate the legacy E9-1-1 calls from the existing legacy network, the following deployment
plan will be followed.

7.1 Preparation of Access Carriers

All access carriers (Wireline Carriers, Wireless Carriers, CLECs, etc.) will review the sizing of their legacy
E9-1-1 trunk groups from their switching entities to the legacy SR. Each access carrier will provide their
traffic engineering data and trunk group counts and type description (ISDN PRI, CAMA/MF, SS7, etc) to
the CSI ESlInet Design Team. Each access carrier will collaborate with the CSI ESInet Design Team to
agree upon the appropriate number of trunks and types from each of their switching entities to the LNG
function in each of the Data Centers. IP trunking connectivity will be utilized where practicable. Once the
new trunking is installed, field testing will commence. The transfer of the 9-1-1 traffic load will occur after
all field tests have been passed, the lab and field testing of the ESInet has been passed, the appropriate
PSAP or PSAPs required to accept the traffic have been equipped with the new IP work station
equipment, and have passed both lab and field testing. A deployment schedule will be developed to
coordinate these activities.

7.2 Preparation of PSAPs

All PSAPs in the trial area (13 PSAPs) will review the sizing of their legacy E9-1-1 trunk groups from the
legacy SRs providing 9-1-1 traffic to their legacy call answering positions. Each PSAP provided their
traffic engineering data, trunk counts and type description (ISDN PRI, CAMA/MF, SS7, etc) and their call
taker traffic loads and position requirements to the CSI ESInet Design Team. Each PSAP collaborated
with the CSI ESInet Design Team to agree upon the appropriate number of IP work stations required and
the date (as shown by the deployment schedule) that they will be required. The PSAP IP equipment will
be configured according to this data Network Plan. Each PSAP will also provide the traffic engineering
data and trunk/line counts and type description of all incoming, outgoing and 2-way trunks/lines between
their PSAP and all other PSAPs to which they connect for the handling of cross-boundary calls, misrouted
calls, and failover purposes. Each PSAP will collaborate with the CSI ESInet Design Team to agree upon
the appropriate type and number of interconnections with other PSAPs required and the time that they will
be required according to the deployment schedule in the new ESInet environment.

7.3 Preparation of Data Centers

The Data Centers will be sized to accept the 9-1-1 traffic loads delivered to them by the Access Carriers,
processed, and delivered to the appropriate PSAP. The equipment will be configured according to the
data network Design Plan. The configured ESInet will be lab tested at an appropriate level and then field
tested. Lab testing will include failover testing and evaluate any lost 9-1-1 calls during failover. When all
tests are passed, the first access traffic load will be accepted and delivered to the appropriate
PSAP/PSAPs in accordance with the deployment schedule. Subsequent migration will occur as specified
in the deployment schedule.

7.4 Cross Boundary Traffic

There are two types of Cross Boundary situations. One is between PSAPs which are both on the ESlInet.
The second is for PSAPs that are outside the ESInet Boundary and are using Legacy PSAP Equipment to
receive the bulk of their calls.
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The Figure 7.1 shows the NG PSAPs inside the CSI ESlInet boundaries. If for any reason a call ends up
with one NG PSAP and the neighboring NG PSAP is inside the ESInet, the calls will be routed,
bridged/transferred over to the proper NG PSAP and the whole set of data and call records will be routed
along using the ESlnet SIP Protocol.

The ESInet will recognize all of the incoming customer information even for those in split wire center
boundaries inside the ESInet and the routing from the ECRF function inside the ESInet will send the call
first time to the correct NG PSAP. If this happens the NG PSAP database may need to be checked for
updates to customer records.

Most split central office exchange boundaries inside the ESInet become automatically resolved problems
due to the capabilities of the ESInet architecture.
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Figure 7.1 - Data Center to NG 9-1-1 PSAP
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Figure 7.2 shows one NG PSAP inside the CSI ESInet boundary and one Legacy PSAP outside the
ESInet boundary in an adjacent County. These calls come from Split Wire Centers or Exchanges at the
boundaries.

In the provisioning process, CSI has agreed to accept MSAG and other records normally loaded into ALI
Databases with the current system to be sent via FTP server 24 by 7 by 365 to CSI for updating records
going forward. The details will be validated with Access Carriers as the detailed Database Exchange
progresses. These records follow the NENA format and eventually there will be fewer records required
as the customer devices get “smarter” and provide the Latitude and Longitude of the device that the caller
is calling from over the SIP protocol end to end.

The records will be managed much like they are today, except the responsibility shifts from the Legacy
SR provider to CSI. If a Carrier faxes Database records today, they can do that with CSI in the future.
CSI has told each of the Carriers that whatever means they are using to provide records to Frontier,
AT&T or Consolidated Communications, CSI will have an SLA and working process for records
acceptance and assurance of accuracy. Field testing of calls will be important to test the process. CSI
has asked the Access Carriers to participate in testing before the Cutover. CSI’'s ETSB PSAP personnel
and staff will be trained on the new systems.
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Figure 7.2 - Data Center to Legacy PSAP

In the case of the Legacy PSAP there is a new FE on the chart called a Legacy PSAP Gateway, LPG.
CSl is offering to place those FEs or a small subset called an Extended Gateway (EG) at no charge to the
neighboring Legacy PSAP.

A small fraction of the calls will be managed this way. Each call will be logged and recorded with the
ESInet logging and recording devices. Intergovernmental Agreements for call transfer exist today with the
neighboring agencies. The agreements for NG9-1-1 call transfer will be written the same way; boiler
plate language will be shared and signed off as required.
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Assuming at some point more ESlnets are built in lllinois, the systems and ESlInets automatically handle
ESInet to ESInet call transfers without the extraordinary interim Transition arrangements. There are
Functional Elements (FEs) called the ECRFs that have LoST protocols Private and Public LoST. The
calls get identified by the ECRF “Public LoST” before being ESRP routed into an ESInet and therefore get
routed and handled by the ECRF “Private LoST” to complete the calls to an ESInet PSAP. Refer to the
Call Flow discussion in an earlier section of this document, and further details in the Design Plan.

7.5 Transfer Calls Out of the Network
There is a need to Transfer calls off-net. In this case, the database entries point the call to a PSAP on
the ESInet but the responsibility for the call lies with an adjacent PSAP. The call is transferred off-net via

the LPG. The receiving adjacent PSAP can rebid back through the LPG. The Figure 7.3 shows the call
flow process.
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Figure 7.3 - Transfer Calls Out of the Network

7.6 Transfer Calls into the CSI Network

The following Figure 7.4 shows the case where calls need to be transferred into the ESInet from a
neighboring Legacy PSAP. Today those calls are handled with 10 digit call transfers or radio transfers.

THIS DOCUMENT IS PROPRIETARY AND CONFIDENTIAL. USE WITH PERMISSION ONLY.
Page 36




Assure911.net-DG-CSI/NG911-002 January 31, 2012

CSI/NG911 Access Plan Document EXHIBIT 15

That 10 digit or radio transfer to the PSAP will have to occur into the near future. Direct PSAP to PSAP
facilities have to remain in place if a call transfer is not desired using the PSTN. This is not a change of
operation.
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Figure 7.4 - Transfer Calls into the CSI Network
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7.7 Database Flow

In order to help the reader and access carriers understand the new i3 NENA Standards call flow, the
following Figure 7.5 was added. Datamaster (Vendor) provided this Diagram.

Start with a LIS, a Location Information Services function. A LIS or its equivalent is required to support
interactive validation functions, and is especially crucial to support “over the top” IP based originating
services. The LIS is the equivalent of the ALI Data base in the new NENA i3 environment only it is much
more. Refer to NENA i3 Standards Exhibit12.

When a call comes from an Access Carrier or Service Provider as shown below, it goes to the ESRP -
Emergency Services Routing Proxy. The ESRP queries the pre-populated LIS Database and if needed
goes to the MPC, Mobile Positioning Center/ Gateway Mobile Location Center System, or the VPC, the
VoIP Positioning Center System to rebid and see if there is better location information; the ESRP
queries the LoST Server going into the ECRF the Emergency Services routing Proxy to determine which
PSAP is supposed to handle the call. The ESInet gathers all relevant information sending the call with
the data to the PSAP for answering. In the ESlInet architecture, the PSAP equipment does not do the
data dip to the database.
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Figure 7.5 - Database Flow
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7.8 Recovery and Restoration

All ESInet configuration data and all database data will be backed-up and stored off-premise in two
locations yet to be determined. One location will provide real-time restoration capability. On site backup
of all configuration data will be maintained.

7.9 Gateways, Switching Equipment or Selective Routers

The Gateway functionality for incoming 9-1-1 calls resides in fully duplicated form in the two
geographically separated Data Centers. The ESRP Gateways are the connection points for the Carrier
Access Circuits after traffic comes through the Acme Packet SBCs.

The SRs’ calls are migrating from are in Carbondale (Frontier), Mascoutah (Frontier), Olney (Frontier),
Centralia ( AT&T), Bellville (AT&T), and Mattoon (ICTC — Consolidated).

7.10 Redundancy and Diversity

All components of the ESInet are fully duplicated for full redundancy. The core of the Clearwave network
is a redundant ring architecture. Access trunking and the facility routes to the PSAPs are on diverse
facilities where available. PSAP diversity is discussed in the Design Plan, PSAP by PSAP with timing.

Carrier Diversity is to be negotiated with the each Carrier. CSI has asked for Diverse Access. The
Trunking ought to be the same from each end office to each Data Center. If the Carriers cut their trunks
in half, should a single Data Center Fail, automatically only half of the Access 9-1-1 traffic can get to the
ESInet. The Carriers were asked to connect their facilities and trunks directly to the 2 Data Centers in
Murphysboro and Harrisburg and provide Circuit Order Layout Records and Contact information for 24 by
7 by 365 problem resolution and provisioning. Carriers were asked to provide a Forecast of growth for
the new and existing services for up to 5 years. An annual review of actual traffic loads has been
requested. This means carriers will be doubling their trunking at baseline from the beginning and their
facilities.

7.11 Enterprise 9-1-1

The ESRP Gateway equipment being deployed by the vendor into the CSI Data Centers is capable of
accepting ISDN PRI, SIP, SS7, CAMA and MF interconnections from Enterprise PBXs according to the
NG9-1-1 standards. CSI has not identified any Enterprises who require such an interface during the Pilot
Program.

PS/ALI entry is available via a web based application.

7.12 Traffic Engineering

ESInets should be designed to provide non-blocking service for high priority traffic. Bandwidth, Traffic
Policing, Traffic Shaping and Quality of Service are some of the main design considerations which must
be taken into account. This section describes some of the caveats to be avoided and best practices that
should be observed with regard to traffic engineering in ESInets.

CSI has made a data request to all known Access Carriers in the footprint.
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Dimensioning ESInet Data Circuits

Traditionally, bandwidth sizing requirements for wide area networks are based on the bandwidth
requirements of the applications being utilized on that network. One of the challenges of designing
ESInets today is that some of the applications that are expected to be implemented may be outside 9-1-1
and others are yet to be developed.

Traffic Policing

Some of the layer 2 technologies that can be utilized to provide transport for ESInets require that the
traffic that is being sent into the network conform to a number of requirements including peak and
sustainable cell/packet rate. Traffic that exceeds the rate purchased from the service provider may be
discarded immediately, marked as non-compliant, delayed, or left as-is, depending on administrative
policy and the characteristics of the excess traffic.

Traffic Shaping

Traffic shaping is commonly applied at the network edges to control traffic entering the network. Traffic
shaping is frequently required when the port speeds exceed the amount of bandwidth purchased from the
service provider. For example, assume a 10 Mbps Metro Ethernet service is purchased from a service
provider. If the 100 Mbps Fast Ethernet port of a router is connected to that circuit, in many cases even
though the data being transmitted over a period of 1 second is less than 10 Mega-bits, the router
(transmitting at 200Mbps) will exceed the rates deemed acceptable by the service provider and packets
will be dropped.

NENA: “When port speeds are not equal to the amount of bandwidth being purchased from the service
provider, it is a best practice to configure traffic shaping on the routers to ensure that the traffic being
transmitted is in compliance with the traffic contract.”

Quality of Service (QoS)

Quality of service is the ability to give priority to different data flows. In ESInets QoS is implemented by
configuring routers and other network elements to respect DiffServ Code Points (DSCPs) as defined in
RFC 2475.

Per the Detailed Functional and Interface Standards for the NENA i3 Solution Version 1.0 (NENA 08-003)

. Functional Elements must mark packets they create with appropriate code points.
. The BCF must police code points for packets entering the ESInet.
. The following code points and Per Hop Behaviors (PHB) must be used on ESInets:

DSCP Use Per Hop Behaviors

(PBH)

0 Routine Traffic Default

1 9-1-1 Signaling AF 12

2 9-1-1 Text Media AF 12

3 9-1-1 Audio Media EF

4 9-1-1 Video Media AF 11

5 9-1-1 Non Human initiated Call AF 21

6 Intra ESInet Events AF 21

7 Intra ESInet Other 9-1-1 Traffic AF 22

See RFC 2475 for a detailed description of DSCP and PHB mechanisms and functionality.
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7.13 Comprehensive Test Plan

The Test Plan is being provided in a separate document, Assure911-NG911CSI-STP-001. It should be
noted that no live 9-1-1 calls will be involved at any stage of testing until Cutover.

7.14 Network Management and Monitoring

The ESInet and NG9-1-1 systems require a large degree of reliability in order to maintain the high-
availability that the public has come to rely on when communicating with emergency responders by
dialing 9-1-1. Designing the ESInet with multiple diverse interfaces, sufficient bandwidth capacity, and
redundant hardware to eliminate single points of failure can increase its overall level of reliability.
However, because of a host of potential unforeseen circumstances and the possibility of human error,
high availability requires more than the network design alone. An effective monitoring plan is nheeded.

Proactive monitoring and responding to faults as well as performance degradations that may interfere
with completion of attempts by callers and smart devices to communicate with call takers adds to
reliability. It may appear complicated as different aspects of the ESInet and NG9-1-1 System will be
procured from a wide variety of suppliers. Service providers for the underlying IP network, carriers
bringing calls into the system, the NG9-1-1 equipment itself can all play a part in exchanging data needed
to effectively monitor the end-to-end system.

7.14.1 NENA Network Management and Monitoring Design Requirements

The NENA Board approved the ESInet Design for NG9-1-1 NENA 08-506, Version 1, standard which
includes a section regarding network alarming recommendations (SS 3.6):

NENA: “Critical circuits for E9-1-1 calls (i.e. PSAP trunks and ALI circuits) are monitored. Outages may be
FCC reportable. By the same token ESInet(s), which provide transport for emergency 9-1-1 calls, should
also be monitored.”

The various providers of underlying facilities have their own surveillance systems for monitoring circuits
that they are providing to CSI. CSI is asking that information critical to these services be shared with us
using a patented approach that is incorporated into the Assure911 monitoring system.

NENA: “Although there are no reporting requirements in current regulation, discussion of such regulation
is underway and 9-1-1 entities should be prepared to report ESInet outages to relevant authorities.”

Every event that occurs is captured by the system being deployed for CSI. Reporting requirements that
must be by existing 9-1-1 system providers in the legacy selective router environment can be met by CSI.
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Figure 7.6 — End to End Service View

NENA: “All data circuits and network components which comprise an ESInet should be monitored. All
network components should provide SNMP traps to an approved management system.”

NENA: “Vendors of all operational network components that form an ESInet should provide an SNMP
MIB (management information base) for each component to organizations authorized to operate SNMP
management systems. At least one SNMP based network monitoring system should be implemented by
an organization with access to the resources necessary to perform effective network maintenance
services. Vendors of all non-network components such as NG9-1-1 application servers should also be
encouraged/required (RFP requirement to be supported by SLA) to provide element managers for their
products. This would allow a network management system to monitor all of the network and applications
components necessary for the reliable operation of NG9-1-1 on an ESInet. Companies that connect to
the ESlInet for the purpose of monitoring and/or management of devices should be NG-SEC compliant.”

CSI plans to deploy the Assure911 Monitoring solution as part of their network architecture. CSI
acknowledges the requirements of the Design document with respect to effective Network Management.
NG911, Inc. will be monitoring the performance of the CSI ESInet. Frontline monitoring will be done by
CSI's IT organization. CSI understands and will be compliant with the ICC and FCC reporting
requirements for outages affecting 9-1-1 service.
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Figure 7.7 — End to End View Participants

7.14.2 Network Monitoring Approach

Effective network management requires:
e Proper/accurate documentation of the network
e Current network diagrams
e |P address range management/assignments
e Demarcation points
e Contact and Escalation lists — Vendor, Service Provider, NOC
e Near real time monitoring/alarming
e SLA benchmarks
e Capacity management / Trending Analysis
e Monitoring the state of element configuration (i.e. QoS)

e Configuration Management / Change Control
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Some of the methods above can be used to measure SLA metrics, but may not be reported to the end
user.

Assure911 will provide software that performs end-to-end monitoring of the CSI ESInet and NG911
System, including:
o Data collection from devices that comprise the CSI ESInet and NG9-1-1 System
o |dentification of adverse conditions in real-time when possible, subject to the capabilities of the
target device or intervening element management system.
e Adverse conditions can be viewed on browser-based displays and handheld smart device
applications.
¢ Notification of adverse conditions to personnel via text message, email.
¢ Real-time and historic reporting of raw data and adverse conditions.

Patented 9-1-1 Status System
monitors entire End-to-End service:
Assure911.net

4 IP Transpen Elment IP Teanspert s Bemant
Elament Manager 058 055 Carier 035 Masage:

Figure 7.8 — Assure911 Monitoring Solution

CSI ETSBs are responsible for proactive reporting to the ICC when there is an outage in their area
affecting 9-1-1 services. Major access carriers, those with Selective Routers today, provide reporting to
both the ICC and the FCC when there are outages affecting 9-1-1 services. The initial reporting times
and service levels requiring a report varies between the two bodies. In any event, if there is a
requirement in the future for additional reporting by CSI ETSBs as the 9-1-1 Gateway provider who
replaces the role of the Selective Router in their ESInet, the solutions being deployed will provide data
and timing for the reporting process.

The systems that make up the NG9-1-1 FEs all have information that will go to CSI for reporting
capabilities. The majority of the reports assist the ETSBs in managing their responsibilities and to detect
and resolve any issues in their centers. Reports can be built for external purposes and managed
according to the rules and regulations specified by the Commissions. Assure911 has history of providing
proactive monitoring tools to assist major wireline and wireless carriers in their Commission reporting role.
More importantly the tools assist in detecting a situation within the architecture that is simplex and/or can
lead to a service outage before it affects the public. This proactive tool set will be applied to the CSI
ESInet. The first place such tool set was deployed in a 9-1-1 PSAP environment in the Chicago OEMC in
1997. The system being deployed by Assure911 uses a patented approach to proactive, end-to-end
monitoring.
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8.0 NENA PLANNING GUIDANCE

The NENA standards provide good direction for the planning process. The "Next Generation 9-1-1
Transition Policy Implementation Handbook" * dated March 2010, outlines the steps necessary for a
Transition to NG9-1-1. The document includes check lists and useful information for project managers.

Page 11 under "NG9-1-1 Transition Policy Issue Number Three states that the “NG9-1-1 will not be
deployed in a ‘flash cutover. With that reality in mind, it is imperative that the 9-1-1 authorities at every
level - as well as industry - begin now to lay the foundation for NG9-1-1 by facilitating the deployment of
"dual-mode" capabilities in networks and/or IP-enabled PSAPs that can translate between the legacy
circuit switched environment and the next generation environment. This will be a significant issue as
NG9-1-1 will not be deployed as a single nationwide project.”

The “Next Generation 9-1-1 Transition Policy Implementation Handbook” is a comprehensive general
reference. It addresses many of the Public Policy issues outlined by the lllinois Commerce Commission.

The NENA documents reference the role of the Federal and State agencies in the planning process.

A Cutover Plan will be documented pending negotiation with the Access Carriers, underlying network
providers and vendors.

8.1 ICC and Outage Reporting

CSI's Board of Directors is delivering the Design Plan to the lllinois Commerce Commission (ICC).
Authorized Pilot, reference: “Project Public Act 096-1443, HB4990, Enrolled LRB096 18572 MJR 33954
b, AN ACT concerning utilities.” Other Exhibits will outline the request to the ICC for approval of the Pilot
Project.

ICC: Outage Reporting Requirements

Note: Current ICC rules do not require a Public Safety Agency to make 911 Outage Reports. Carriers
are required to make a report. CSl is willing to report additional 911 outage information in the future if
CSIl becomes a 9-1-1 SSP. CSI will be monitoring their ESInet and related FEs and maintain a log of all
simplex and duplex outages affecting 9-1-1.

URL for ICC Reporting Requirements: http://www.icc.illinois.gov/Telecommunications/CodePart725.aspx
Reference:

“TITLE 83: PUBLIC UTILITIES

CHAPTER I: ILLINOIS COMMERCE COMMISSION

SUBCHAPTER f: TELEPHONE UTILITIES

PART 725
STANDARDS OF SERVICE APPLICABLE TO 9-1-1 EMERGENCY SYSTEMS

Section 725.100 Application of Part

This Part shall apply to all public agencies, public safety agencies, and telecommunications carriers in the
State of Illinois except to the extent of any exemptions conferred by law.

! "Next Generation 9-1-1 Transition Policy Implementation Handbook" NENA standards dated March 2010
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SUBPART B: AUTHORIZATION TO OPERATE
Section 725.220 Records and Reports

a) The system management shall maintain those records it considers necessary to document its
operations and satisfy the requirements of interagency agreements. As a minimum, those records shall
include:

2) critical equipment outages; and
b) The records specified in subsection (a) shall be preserved for a minimum of one year.

c) The system management shall be required to file with the Commission's 9-1-1 Program, the
Commission's Chief Clerk's Office and the lllinois Attorney General by January 31 the following items:

1) the current 9-1-1 contact person for the 9-1-1 system;
2) the current error ratio for the E9-1-1 database;

(Source: Amended at 28 lll. Reg. 15742, effective December 1, 2004)
SUBPART D: STANDARDS OF SERVICE
Section 725.400 General Standards

f) The 9-1-1 database shall have the capability of allowing non-emergency database queries provided the
following procedures are adhered to:

5) Direct database queries shall not adversely affect the normal operation of the 9-1-1 system. Direct
database queries shall be limited to off-peak times. Direct database queries shall be suspended during
any incident that could possibly result in a number of calls from the public being made to 9-1-1. Direct
database queries shall not be made if there is any known outage or impairment in the database system,
including a database data link outage. Direct queries shall also be suspended if there is any abnormal
lag or delay noticed in receiving responses to database queries, or if notified to cease queries by
telecommunications carrier personnel. The telecommunications carrier shall treat notification of 9-1-1
system management of database query suspension as a priority. Where practicable, this notification by
the telecommunications carrier to 9-1-1 system management shall be made not later than fifteen minutes
after a confirmed incident or event that will cause database queries to be suspended.

g) The system management shall be responsible for the compliance of these standards, overall
management, security and coordination of the 9-1-1 system.

j) Each E9-1-1 system shall have only one 9-1-1 system provider that shall provide the overall 9-1-1
database and selective routing network and associated duties for the entire system. In addition, the 9-1-1
system provider shall assume the lead role in coordinating entire projects for each telecommunications
carrier in conjunction with 9-1-1 system management. Responsibilities of the 9-1-1 service provider shall
include, but not be limited to:

5) Providing notification of errors to the appropriate entities within 24 hours for corrective action

(Source: Amended at 28 lll. Reg. 15742, effective December 1, 2004)

SUBPART E: ENGINEERING

Section 725.500 Telecommunications Carriers
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n) Prior to a 9-1-1 system going on-line, each telecommunications carrier is responsible for having in its
records a contact number for each PSAP in the event of outage or failure of a 9-1-1 system.

g) Each telecommunications carrier shall adopt practices to notify a primary point of contact within a 9-1-
1 system within 15 minutes after a confirmed outage within the system and to also advise the primary
point of contact as to the magnitude of the outage. If more than one 9-1-1 system is served out of a
central office, the telecommunications carrier shall make natification to a primary PSAP within each 9-1-1
system affected.

r) Each telecommunications carrier shall adopt practices to notify a primary point of contact within a 9-1-1
system within 15 minutes after the confirmed restoration of 9-1-1 services.

(Source: Amended at 28 lll. Reg. 15742, effective December 1, 2004)
Section 725.505 Public Safety Answering Point

h) System management shall provide continuous and uninterrupted operation to the persons within the
system's boundaries 24 hours per day.

g) System management shall adopt practices to ensure the following:

2) In instances where a call box is situated in split telecommunications carrier exchanges (an exchange
shared with more than one 9-1-1 system or jurisdiction), procedures shall be developed by the 9-1-1
systems involved to respond to the call box in instances of outages or disasters;

3) That when a primary point of contact is notified by telecommunications carrier personnel that an
outage has occurred in a 9-1-1 system, the PSAP being notified must make notification to other PSAPs in
the 9-1-1 system that is affected by the outage; and

u) It shall be the joint responsibility of the 9-1-1 system and the telecommunications carrier to ensure that
the error ratio of each 9-1-1 system's database shall not, at any time, exceed 1%.

v) Each PSAP should answer 90 percent of all 9-1-1 calls within 10 seconds.
(Source: Amended at 28 Ill. Reg. 15742, effective December 1, 2004)”

Conclusion: CSlI is in compliance with Part 725 PSAP requirements today and will maintain those
requirements as required by the ICC and any updated for NG 9-1-1. The ICC specifically requires the
telecommunications Carriers most of the Network Outage Reports and manage the Database according
to Part 725 especially during overload stress and times of outage. If and when there is a legal
requirement for CSI to report to the Commission about outages in the ESInet regarding 9-1-1 services,
CSI will comply. Specifically Outage Reporting for Part 725.500 sections n, g and r. The ESInet systems
will provide the CSI team with real time information to make the ICC reports resolve the problems or
reach the correct parties to resolve the situation and restore service. Rational for the service disruption
will be reported once a root cause analysis is conducted and the facts are available to final a final report.
Reports will be filed in the manner and format the Commission designates in the timeframe required by
law.

8.2 FCC and Outage Reporting

CSI has asked for guidance of NENA and the FCC Department of Homeland Security Attorney Patrick
Donovan and the FCC staff.

Current FCC rules do not require a Public Safety Agency to make an Outage Report. Carriers are
required to make a report. CSI will to make reports in the future should they be legally required.

THIS DOCUMENT IS PROPRIETARY AND CONFIDENTIAL. USE WITH PERMISSION ONLY.
Page 47




Assure911.net-DG-CSI/NG911-002 January 31, 2012

CSI/NG911 Access Plan Document EXHIBIT 15

URL for FCC Reporting Requirements: http://transition.fcc.gov/pshs/services/cip/nors/nors.htmi

“Overall FCC rules

[Code of Federal Regulations]

[Title 47, Volume 1]

[Revised as of October 1, 2010]

From the U.S. Government Printing Office via GPO Access
[CITE: 47CFRA4]

[Page 675-682]

TITLE 47--TELECOMMUNICATION
CHAPTER I--FEDERAL COMMUNICATIONS COMMISSION

PART 4_DISRUPTIONS TO COMMUNICATIONS--Table of Contents
Sec. 4.5 Definitions of outage, special offices and facilities, and 911 special facilities.

(a) Outage is defined as a significant degradation in the ability of an end user to establish and maintain a
channel of communications as a result of failure or degradation in the performance of a communications
provider's network.

(b) Special offices and facilities are defined as major military installations, key government facilities,
nuclear power plants, and those airports that are listed as current primary (PR), commercial service (CM),
and reliever (RL) airports in the FAA's National Plan of Integrated Airports Systems (NPIAS) (as issued at
least one calendar year prior to the outage). The member agencies of the National Communications
System (NCS) will determine which of their locations are “major military installations” and “key
government facilities." 911 special facilities are addressed separately in paragraph (e) of this

section.

(e) An outage that potentially affects a 911 special facility occurs
whenever:

(1) There is a loss of communications to PSAP(s) potentially affecting at least 900,000 user-minutes and:
The failure is neither at the PSAP(s) nor on the premises of the PSAP(s); no reroute for all end users was
available; and the outage lasts 30 minutes or more; or

2) There is a loss of 911 call processing capabilities in one or more E-911 tandems/selective routers for
at least 30 minutes duration; or

(3) One or more end-office or MSC switches or host/remote clusters is isolated from 911 service for at
least 30 minutes and potentially affects at least 900,000 user-minutes; or

(4) There is a loss of ANI/ALI (associated name and location information) and/or a failure of location
determination equipment, including Phase Il equipment, for at least 30 minutes and potentially affecting at
least 900,000 user-minutes (provided that the ANI/ALI or location determination equipment was then
currently deployed and in use, and the failure is neither at the PSAP(s) or on the premises of the
PSAP(s)).”

Conclusion: The FCC Outage reporting language for 9-1-1 outage reporting is not up to date with the
NG9-1-1. Two areas overlap with new responsibilities being assumed by CSI:

1. CSI will be providing the equivalent of the Selective Router function.
2. CSI will be providing the function which is equivalent to the ALI Data base.
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CSI will be monitoring Outages that affect the ESInet capabilities to serve as a tandem for 9-1-1 calls
routing to the PSAPs. CSI will be monitoring the ability to provide database access to for the NG PSAPs
for calling party location identification. CSI will treat their responsibilities as seriously as any Carrier in
terms of service restoration. Given the reasonable comparable loads for 911 on the ESInet in CSI’s area
of responsibility, it is unlikely CSI would ever break the FCC threshold for reporting blocked calls in the 30
minute period for 9-1-1. A dual outage of a CSI| Data Center housing the equivalent of the SR function is
highly unlikely. In the event dual SR outages did occur, CSI could provide notification to the FCC if
legally required assuming they are authorized to access the FCC Reporting System. All 911 related
service failures whether they are simplex or duplex will be documented and managed proactively.

By the same token ESlInet(s), which provide transport for emergency 9-1-1 calls, will be monitored. All
data circuits and network components which comprise an ESInet should be monitored. All network
components should provide status data to the appropriate vendor management system.

Refer to the Clearwave Network Operations Plans. Clearwave provides the underlying Layer 1 and 2
architecture for the CSI ESlInet.

8.3 Persons with Disabilities

CSI ETSBs will retain all equipment and capabilities in place to accept calls in compliance with the
American Disabilities Act. There is an expected update to the American Disability Act. Given the
comments received, there is a possibility that the Department of Justice will require PSAPs to support
video in NG9-1-1. However, no draft of new rules was available at the time the NENA Standard Draft or
at the time Design document was published.

Any new rules promulgated by the Commission regarding persons with disabilities and texting will be
supported within the CSI ESInet capabilities once the standard is defined.

8.4 VolP to SR

CSl plans to send a request for waiver draft to the FCC staff to allow a VolP Carrier to connect to an
ESInet Functional Element rather than to a Legacy Selective Router.

8.5 Wireless to SR

CSI plans to send a request for waiver draft to the FCC staff to allow a Wireless Carrier to connect to an
ESlInet Functional Element rather than to a Legacy Selective Router.

8.6 Interconnection

We assume the Access Carriers must meet CSI at the 2 Data Centers for NG9-1-1.
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9.0 ACCESS ASSUMPTIONS

ESInet major components will be located at the two CSI Jackson County Sheriff's Office - Murphysboro
and Saline County Sheriff's Office - Harrisburg Data Centers. This will include all servers, racks, UPS,
network components, telephone equipment, cabling, and monitors.

Each Access Carrier has been given an option for signaling and trunking. Options include MF, SS7, and
ISDN PRI and SIP trunk signaling.

SIP is a preference for the Pilot Project and the ESInet connectivity going forward. At least two (2) RLECs
have stated they have Softswitches, from different manufacturers. In early meetings they indicated a
willingness to send 9-1-1 calls via the SIP option: Carriers Egyptian Telephone and Shawnee Telephone.
Clearwave as a CLEC is deploying a Softswitch which may use SIP signaling for NG 9-1-1 access.
Intrado is working with their Wireless and VolP clients, and consideration is being given to SIP trunking at
or shortly after the Pilot Project begins.

This project would be a first application in lllinois of SIP for 9-1-1 access. The Access Providers will
provision trunk groups to each of the 2 CSI ETSB Data Centers in order to facilitate testing and eventual
cutover. The existing PSTN trunking will remain in place until a successful cutover has been tested and
the cutover is authorized.

9.1 Service Level Agreements

Carriers and Public Safety agencies will have documented 9-1-1 Service Level Agreements in place
before provisioning, testing and call completion activities begin. These agreements will specify
provisioning intervals, database delivery, maintenance hours, service quality expectations, and will meet
state and federal requirements for customer service.

This requirement is part of the ongoing negotiations between CSI and the Access Carriers.

NENA: “Service impact levels are typically used to define the severity of the outage denoted by some
range of values (e.g.1l through 5). Failure to meet agreed upon service impact levels may result in pre-
negotiated financial penalties to the vendor/service provider.

ESlnets are complex and may involve management of SLAs from a number of different vendor/service
providers. Best practices include:

¢ Where multiple service providers are involved, there should be a demarcation point that defines
the boundaries of responsibilities as described in an agreement.

e Obtain or establish the MTTR for each piece of equipment used in an ESInet as well as an SLA
for the network service. To maintain reliable service and ensure efficient testing, benchmarks
should be established, documented, and periodically reviewed for accuracy.

e Contracted levels of service should be established to ensure adequate response times for repair.

e To minimize downtime critical hot spares should be identified, purchased, and maintained on site.

e Maintenance should include regularly scheduled audits of hardware revision levels and code
compatibility (including firmware) with hardware revisions.

e Redundant systems should be regularly exercised by deliberate fail-over as part of routine
maintenance.

e Escalation paths should be documented and known to the 9-1-1 entity so that responses to
failures can be adequately addressed.”
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9.2 Cutover Plans

CSl is recommending the following high level processes and implementation steps for the NG9-1-1
Cutover Plan:

9-1-1 Cutover Process

The Cutover process will involve the existing Selective Routers along with 21 PSAPS. The existing 21
PSAPS will be retrofitted with new hardware to accommodate NG 9-1-1 Calls, Legacy and/or SIP. After
installation, the equipment will be acceptance tested for the ability to handle the new traffic. A cutover
schedule will be developed that will include all activities: establishing the Trunk Groups, SS7 Links,
equipment installation pre and post testing. A Cutover Strategy (Assure911.net-CSI/NG911-STP-002)
will be provided as a separate Exhibit to be filed with the ICC.

For the End offices requiring SS7 connectivity to the ESInet both CLLI information and Point Codes must
be reserved. SS7 A-Links, or F-Links will need to be equipped and tested. Trunk groups from the
Wireline, Wireless, VolP and CLEC facilities based Carriers will need to be implemented and tested to the
new ESlInet. Itis critical that initial traffic data and signaling requirements are acquired in a timely fashion
to determine the number of trunks per trunk group as well as the overall scope of work.

Pre testing capabilities will be required and will include a preliminary test database. This will be required
from each Carrier/End Office to initiate preliminary 9-1-1 test calls. The PSAPs will be notified of the
pretest schedule. Communication and coordination of all activities is essential for successful cutover of
each Carrier

Pre Cutover

« Identify the Selective Routers and PSAPS involved in the Cutover and notify PSAPs at least 30
days in advance

« Establish carrier end office facilities to the new ESInet Gateway
* Identify Signaling requirements and number of trunks
+ Develop Method of Procedure (MOP) for Cutover including contacts

« Develop back out and contingency plan

ESInet Cutover

+ Place initial 9-1-1 test calls to verify existing configuration is working to the appropriate primary
and secondary PSAP

»  Verify New Trunk Groups are Active
* Reroute originating translations to the new ESlInet trunk groups
* Place 9-1-1 test calls over new route configuration

»  Verify appropriate PSAP answers and verify location information
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+ Execute complete 9-1-1 test plan following a detailed for Conversion.
+ Determine the role of the SR trunking before, during and post cutover.

« Determine the viability of the Split exchange plans, test them before and validate them during
cutover.
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10.0 CONCLUSION

The Counties of Southern lllinois ESInet is a standards-based network, designed to accommodate calls
from the PSTN technology as well as advance services offered today and in the future. The system is
secure, redundant and resilient and is a significant improvement over the current 9-1-1 systems that
serve the Public Safety Agencies in Southern lllinois represented by the CSI 16 ETSBs.

The system designed as part of the CSI project meets the ICC requirements and complies with lllinois
Statutes. This project brings improved 9-1-1 to the citizens of southern lllinois, to improve public safety
and save lives.

Meetings with Access Carriers and CSI representatives are a critical part of the Path forward. CSI
requests the ICC establish a timeline for Public Safety Agency and Access Carrier compliance and
enable and encourage CSI and the Carriers to move forward in a cooperative fashion.
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Attachment 1 - Access Carriers Data Exchange Form
Master Document Shared with Each Carrier
in Meetings and on Conference Calls
Wireline
Table Design Plan — Carrier Access Baseline Data Model \évtrS'Cess
VolP
Company Wireline Wireline Wireless CLEC VolP STP
Category W/SRT ILEC w/o w/MTSO (Add) Provider
SRT (Add)
TBD TBD TBD TBD TBD
SRTs CLLI/ Add Add
Address/
Carrier
STPs CLLI/ | Add Add Add
Address/
Carrier
Name/ Sales Contact Info Engineering Contact Info | Operations Contact Info Other
Reach Info Contact Info
Add Add Add

Notes: Data Collection to complete NLT August 25. Call or email OK.

This Master Table was revised based on additional requirements from the Gateway Vendor and
the SS7 Provider chosen by the 16 ETSBs. Please migrate the Carrier Data to this revised

format.

Complete a line for each of the end offices — add footnotes for any unique characteristics of the
company network in general. Preferences and cost recovery issues. Provide maps or supporting

data if it helps clarify the issue.

There are added worksheets below.

Note: Data sent in July was inserted to begin the documentation of Data Exchange where it was

received. Please help us verify and complete data entry by August 25.

Originating County/ CLLlI/ Type | SS7 Point SIP Number Number of

911 End Street of Code Y/N Capable 911 Trunk 911 trunks

Office Address Originating | and if Y, Y/N; and if | Groups per group/

Location Office PC Y, IP /Legacy Signaling
Address SRT

Note: If split Carrier/

between Location(s)

Counties by

County

enter info

9-1-1 Busy
Day/Busy
Hour/BH
Peg Count,
Usage
(CCs),
Overflow
Holding
Time, 10
High Day
Data same
as above
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C.0. County Add Add Add 1TG/ XTrunks/ Day:
Xlines Name Frontier SRT | signaling Hour:
Split? CRDLILXE3 PC:
ED CcCs:
OFL
HT:
10HD
Totals
Validate Day:
and Hour:
Continue PC:
Data CCs:
Exchange OFL
Above HT:
10HD:
Notes: If Carrier end offices are in two of three LATAs where CSI will have its ESInet footprint. Split

trunking is an issue will be explored in each LATA. Cross Boundary issues will be documented
during Data Exchange.

Note: Add as many lines as needed above until all of your end offices are included.

Signaling:

One Carrier already specified SS7 signaling for all of their trunking in the
initial Cutover. List here if all same. If not specify by Central Office, by
trunk group and/or in the schedule below by year.

Signaling Option:

STP Pair Location, CLLI, DPCs:

Transport Decision to reach the
Data Centers in Harrisburg and
Murphysboro: If different for each
data Center show each method.

Specify DS1, DS3, Fiber or Delivery, and the nearest Location the
Transport is coming from. Please use CLLI. Also specify the number of
trunks being delivered over the facility. i.e. Solacom indicated many
wireless carriers are delivering a full 24 trunks per T1.

Transport Method Harrisburg DC

Transport Method Murphysboro DC

Transport Framing: Solacom requires the framing on Solacom requires the fill of/ active
the transport to be identified. i.e. DSO0s in the transport at Cutover
B8ZS, AMI or Superframe, etc. and a Forecast years 2 to 5 where

possible

Transport to Harrisburg DC

Transport to Murphysboro DC

Trunk Group Information — Negotiated Information after Design Exchange

Carrier Number Switch Type Trunk Groups Signaling to Trunks to 9-1-1 per

(Name) 1 | of access | i.e. DMS 100 or 5ESS 9-1-1: 9-1-1 group

in (Enter) | lines Host or Remote 0,1or2

County

Add CLLI
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and

Identifier

Current Add Current: Add Current: Add Current: Add Current: Add

2011 Pilot: Pilot: Pilot: Pilot:

2012 Planned: Planned: Planned: Planned:

2013 Planned: Planned: Planned: Planned:

2014 Planned: Planned: Planned: Planned:

CLLI of Number Switch Type Trunk Groups Signaling to Trunks to 9-1-1 per

Switch/ of access | i.e. DMS 100 or 5ESS 9-1-1: 9-1-1 group

Identifier | lines Host or Remote O,l1or2

Current Add Current: Current: Current: Current:

2011 Pilot: Pilot: Pilot: Pilot:

2012 Planned: Planned: Planned: Planned:

2013 Planned: Planned: Planned: Planned:

2014 Planned: Planned: Planned: Planned:

CLLI of Number Switch Type Trunk Groups Signaling to Trunks to 9-1-1 per

Switch/ of access | i.e. DMS 100 or 5ESS 9-1-1: 9-1-1 group

Identifier | lines Host or Remote 0,1or2

Current Current: Current: Current: Current:

2011 Pilot: Planned: Planned: Planned:

2012 Planned: Planned: Planned: Planned:

2013 Planned: Planned: Planned: Planned:

2014 Planned: Planned: Planned: Planned:

Continue

until

complete

d

Worksheet for Traffic Engineering Data Exchange- extend row from the Central Office

Current 911 Busy CCS (Usage) in Peg Count Overflow or Holding Time of | 10 High Day of

911 Maintenance Hour/Busy hundred call Blocking average 911 Central Office
. Day seconds Calls

Trunk Window

Group

Name*

CLLI/

Cc.0o.

Note: The trunk group name and the trunks with, signaling, transport data must be given to Gateway Switch
within next 2 weeks for data fill. August 25, 2011.

Reference for Table above:

1. Location Address, CLLI for Switch as published by Telcordia in the LERG
2. Legacy Trunking for 911 calls MF/CAMA/SS7 — specify the type of trunk signaling
you use today for accessing the legacy SRT(s)
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3.

6.
7.

SIP Trunking capable, i.e. SoftSwitch, SIP Trunking, i.e. DMS 100 with SIP Trunking
capability or

Soft Switch with SIP Trunking — if interested in migrating to a different trunk signaling
SS7 Point Codes/IP Addresses

Number 911 Trunk Groups /Type Signaling /Legacy Gateway Location; i.e. in the
ideal Legacy design there are 2 SRTs for each Access End Office, one active and the
second standby. In most of the Southern lllinois locations only a single SRT exists
per LATA. Inthe NG9-1-1 Design, the standard access for 911 trunking is to
diversely route to two (2) ESRP Gateways, housed in each CSI Data Center. Both
ESRPs will be in an active mode, thus load sharing and load balance is a part of the
new routing for the Design Plan.

Note: In the case of much of Southern lllinois, this doubles the 911 trunk group
requirements. This question is designed to learn more about the impact to the
Access Carriers as we work toward a plan the FCC and ICC will approve for Design
including Diversity and Reliability requirements for the NG9-1-1 network. The CSI
Pilot is being scrutinized nationally and internationally. The pilot is geared to
evaluate the NENA standards. Note: No single trunk group will have any less than 2
trunks per group. Any additional trunking will be specified based on demand history,
thus the traffic statistics and growth forecast by the access carriers. A forecast for at
least current and next 2 years is requested. If a 5 year forecast is available for a
longer period, it will be accepted. Ongoing data exchange will be established
through the NG911, Inc. team working on behalf of CSI.

911 Trunks in Service/ Busy Day/Busy Hour/Peg Count/Usage in CCS of Hundred
Call Seconds if available/ Overflow/ Holding Time (HT) if available; i.e. Consistently
Peak/Busiest day of week and hour of day: Wednesday at 7:00 to 8:00 CST; Traffic
at Peak Hour: 1 Peg Count, x CCS, 0 overflow, and 30 second average HT. If you
have any information such as 10 high days for the 911 traffic, please share that data.
Typically, 10 High Day is a central office measurement and does not necessarily
coincide with the 911 peaks. Anything Carriers want to share about their 911 traffic
engineering load is welcome. If Carriers have a future trunk forecast for the group(s),
please share information as far as the data supports underlying assumptions.

Many Carriers have mechanized systems which reflect blocked calls and
maintenance outage history with respect to all trunking and 911 is no exception. If
Carriers have experienced blockages due to SR outages, facilities outages, response
times, diversity issues or trunk shortages during peak loads, and have suggestions
for improving performance end to end, CSI welcomes the recommendations.

SR Switch Names and Locations with CLLI in CSI Territory
STP Names and Locations with CLLI and Point Codes in CSI Territory

Added capabilities of Design Interest for each Access Carrier:
Digital Cross Connect Capabilities:
— Interest/Ability in Connecting to the 2 CSI Data Centers with Fiber Rings to get to the CSI
Data Centers
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Attachment 2 - Access Carrier Design — Data Exchange
Note: See Attachment 6 for status from PSAP Mapping Exercise for Engineering
Major Carrier Lead Contact
AT&T Wireline Paul Stoffels PS1956@att.com 95%
Frontier Wireline Michael Davis Michael.f.davis@ftr.com NDA Completed
Consolidated Communication Wireline | Kaye Simms Kaye.sims@consolidated.com
Regional Carrier
Crossville Chris Birkla chirkla@crosstelco.com
Egyptian Matt Bollinger mbetca@egyptian.net

Fairpoint/Oden

Keith McNamara

kmcnamara@fairpoint.com

Hamilton Kevin ? Kevin0@hcc.coop
Shawnee Mike Grisham mgrisham@shawneelink.net
Wabash j. Williams jwilliams@wabash.net
Stand alone Carrier or part of

Frontier?

Citizens?

Wireless Carrier

AT&T Mobility Allen Muse allen.muse@att.com

Allied/Alltel now part of Comnet

Richard Johnston
Intrado,Lauren
Yarnall, (Janis
Johnson interim
replacement for

Richard.Johnston@intrado.com,
laurenyarnall@alltel.com,
Janis.Johnson@intrado.com

Conversation
Active via
Intrado —
meeting January
5 most recent on

Richard Johnston Wireless and
who is changing VolP
positions)

Sprint PCS Raymond Greig Raymond.E.Greig@sprint.com

T-Mobile Jim Nixon jim.nixon@t-mobile.com

Verizon Wireless Peter McHale Peter.McHale@verizonwireless.co

m
Cable TV
Mediacom Randy Moss rmoss@mediacomec.com per Patrick L.

Jackson County via Spring - changing

VolP

Vonage

Jane Winsett
Irene Brennan
Richard Johnston
Intrado. Changing
leaders

ibrennan@vonage.com
Jane.Winsett@intrado.com,
Richard.Johnston@intrado.com,jan
is.johnson@intrado.com

Conversation
active via
Intrado- meeting
January 5 most
recent on
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Wireless and
VolP

Clearwave CLEC

Aaron Carian

acarian@corp.clearwave.com

Other Carriers from Diagrams — No
Contacts — need name, email and a
plan. What kind of Carrier

Below Line not on Original
Carrier Inventory — Locate
Owner or on Intrado or TCI

First Cellular SolL - now part of
Comnet

Richard Johnston
Intrado . Changing
leaders

Richard.Johnston@intrado.com,ja
nis.johnson@intrado.com

Conversation
Active via
Intrado. Sales:
Allied/Alltel/Ver
izon? meeting
January 5 most
recent on
Wireless and
VolP

Nextel Partners

Nextel and
Sprint PCS? Still
separate trunking
and networks?

TCI Wireless

Aero Comm CLEC

Big River Telcom CLEC

Sprint CLEC

LEVEL3 CLEC

Cello Partners

Type Carrier

Delta Comm

Type Carrier

AT&T CLEC

Bitwise Communications

Type Carrier

Cell One

Cellco Comm

Charter Fiberlink CLEC

Lightspeed CLEC

Intrado CLEC
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Attachment 3 — Data Center Locations

Data Center | Address Primary Reach
Contact Information
East: Saline 1 NORTH MAIN Ersalc¥ Felty Eg%gg Sgggggé
County Sheriff's STREET, reasurer, - ,
Office in HARRISBURG, IL. Clearwave SALINEE911@YAHOO.COM

Harrisburg (1)

Phase 1 Fiber

Interface

West: Jackson
County Sheriff’s
Department in
Murphysboro (2)

1001 MULBERRY
STREET,
MURPHYSBORO,
IL.

Phase 1 Fiber

Patrick Lustig
CSI Project
Manager,
President
INENA, Co Chair
IPSTA

(618) 457-5911,
(618) 534-4911,
PLUSTIG@JC911.0RG
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Attachment 4 - AT&T Wireline Carrier Response to Date- Integrated Mapping

AT&T CSI Data Exchange - Integrated Worksheet November 3, 2011

County|

Central
Office|

SR Primary;
SR Alternate|

Signaling/|
STP|
Locations|

S57 PC or|
IP Address|
(ATT all 557)

NPA/NXX
/Lines|
Split

Off Net]
Split

1 CAIRILCFDSO None/S57 | 250-138-001 | 0/0 618-734 N
Alexandria | Cairo 2‘9“"““’
Served by
Union P ?
2. 2.Thebes | THBSILTHRSO CAIRILCFDSO None None/SS7 | 250-138-001 | 0/0 618-764 N N
Alexandria Alexander
Cserve
by Unien
Pand
Union P
3. 3. TMMSILTMRSO CAIRILCFDSO Carbondale-F 557 250-138-001 | 0/0 618-747/ ¥ Split N
Alexandria | Tamms Need lines | Union C,
split Pulaski C
Alexander
C served
by Union
Pand
Pulaski P
4, 4. OLBRILOBRSO CAIRILCFDS0 None None/s57 | 250-138-001 | 0/0 618-776 N N
Alexandria | Olive Alexander
Branch serve by
Pulaski
5. 5. CPGRMOEDDSO CPGRMOEDDSA Carbondale-F 587 249-146-028 | 0/0 618-661/ ¥ ¥ Alexander
Alexandria | McClure Need lines | Alexander | ¢ MO €G-
split € and where do
Union € trunks
Served by
Unionp | OMe
from? DSO
or DSA
served by
Union P
6. Marion 6. CENLILCEDSO Y Bellville-A Alt 587 250-033-004 | 4/3 618-522 N ¥ Marion C
Centralia Centralia-A /618-533/ Jefferson C/
Need Clinton C IL
Lines split served by 3
PSAPs
7. Marion 7. KELLILKLRSO CENLILCEDSO Centralia-A 557 250-133-002 | 2/3 618-822/ N ¥ Marion C
Kell Need Jefferson C
lines split IL served by
3 PSAPs
8. Marion | 8. SALMILSERSO CENLILCEDSD Centralia-A 587 250-133-002 | 2 618-548 N N
Salem
9. Marion 9. IUKAILIURSD/1 CENLILCEDSD Centralia-A 557 250-133-002 | 2 618-323 N N
luka
10. 10. KMNDIULKYRSO | CENLILCEDSD Centralia-A 587 250-133-002 | 2/0 618-547/ N Y Marion C
Marion Kinmundy Need lines and KY
splits Or Fayette C
split NPA Served by
NXX Marion P
and ?
11 11. HRMJILHMRS0 CENUILCEDSD Centralia-A 587 250-133-002 | 2/0 618-755/ N Y Marion C
Marion Harmony Need lines and
split Jefferson C
IL Served by
Marion P
and
Jefferson P
12 12. Missing CAIRILCFDSO Centralia-A s57 Missing 2/0 618-266 Missing Missing
Marion Dix Likely ATET ? AT&RT?
250-138-001
13. Pulaski | 13. MDCYILMCRSO CAIRILCFDSO Centralia-A 557 250-138-001 | 2 618-748 N N
Mounds GN091903
City LB4252562
14. Pulaski | 14.. OLMSILOMRSO CAIRILCFDSO Carbondale-F | 557 250-138-001 | 2 618-742 N N
Olmstead | GN091305
LB425628
15. Pulaski | 15. MNDSILMDRSO CAIRILCFDSO Carbondale-F | 557 250-138-001 | 2 618-745 N
Mounds GN091504
LB425627
16. Pulaski | 4. OLBRILOBRSO CAIRILCFDS0 Carbondale-F | 557 250-138-001 | 2 618-776/ | ¥ split N
Olive Need lines | PulaskiC
Branch split and
Alexander
Cand
Served by
Union P
and
Pulaski P
17. Pulaski | 3. TMMSILTMRSO CAIRILCFDS0 Carbondale-F | S57 250-138-001 | O 618-747/ | ¥split N
Tamms Need lines | Union C,
solit Pulaski C
1
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AT&T CSI Data Exchange - Integrated Worksheet November 3, 2011

‘Alexander
CServe by
Union P
and
Pulaski P

18. Pulaski | 2. THBSILTHRSO CAIRILCFDSO Y None
Thebes

None/$57 | 250-138-001

618-764

N
Alexander
Cserve by
Pulaski P

19.Union | 3. TMMSILTMRSO CAIRILCFDSD ¥ Carbondale-F
Tamms GNO91906

557 250-138-001

618-747/
Need lines
split

¥ split
Union C,
Pulaski C
Alexander
CServe by
Unian P
and
Pulaski P

20.Union | 5. CPGRMOEDDSO | CPGRMOEDDSA | Carbondale-F
McClure | GN091907

557 250-138-001

618-661

Y
Alexander
C and
Union €
Served by
Union P

¥ Alexander
CMOCG-
where do
trunks
come
from? DSO
or DSA
served by
Union P

21. Union 1. CAIRILCFDSO Y N Carbondale-F
Cairo

557 250-138-001

618-734

N
Alexander
cc

Served by
Union P
or Pulaski
p?

N

ATET Dix, future SRs
and trunking are
the major
differences

across the 557 network terminating at the Syniverse location — edit Design Plan.

*C PSAP Diagram Trunking A AT&T Trunking - resolve current and future quantities and designate which are first and which are alternate - difference of opinion. The links are

** Split Internal ESInet — resolve with CSI Database — confirm Melinda and CSI PSAP Manager Jana and Becky — AT&T

21 Lines of Data

*** Split cross Boundary - resolve with IGA via CSl and Remote EG equipment, or with added trunks to SRs. Pat Ken Randy Jana- lefferson, Clinton, lllinois Missouri and
Kentucky. Costs for SRs, SRs — Bellville, Centralia, Carbondale - SR trunking to ESInet Data Centers post cutover - not to PSAP

4 Counties

3 CSIPSAPs

15 Central Offices

16 NPAs NXXs

Need lines split for exchanges requiring tests and cutover verification Melinda AT&T

Validate PSAPs serving — CSI PSAP Managers Union, Pulaski, Marion

CAIRILCFDSO CPGRMOEDDSA CENLILCEDSO
250,138.001 249.146.028 250.033.004 ? Bellville?

CENLILCEDSO
250.133.002
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Attachment 5 - Clearwave CLEC Carrier Response to Date — Integrated

Aenander {15] No.

Clearemve
Customars

Gallatn [16] Ho

Customers

1 Tatal

Clearwave Actual | BEZS/ESF Transpoet wia 1 Cental OMice iearmave
TLto M ani K BCs o | sereves a1 exthanges o
e

3 | I8 [Bokd: Shared NiOKs w/ather carriers - LNF
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Attachment 6 — Engineering from PSAP Records Attachment —work in progress

Artachment 6 - Trunk Engineering Worksheet - Source PRAP Diagrams in C51 Footprint — to be validated with all Carriers

Design Document Format for Access Trunking

€51 Access Network

f=1} [T Caurty Cuimirl BR Main SwilchHet Aurot Swich Truiki in L Bl
Terdce HRAG MRAD Villee:
Data Center Fulsra | Fulws e Canar
West L ATAT
Alympreer Nonp
Cliny Divvay IED - F | Canirihi - & 2+k 8R-8R
Murphysbara Wirun Cartiaia -4 | Bulelu -A a2 3A-8A
n Marion Canimia A ___| Oiney - 3ED F | 242 RG]
Mg . Waygcopial - F 22
1001 Mulberry Waran Caniraia - A__| Qiney 3ED - F 3+ 5A-SA
Strest Jar b ATET Ak paraber Mors
F';Dﬂ farend
MRECILAFOED —r = t S S S S E—
Marun Cariaha -4 Cantraba Hirat Harrorry Ramnosla
And Wirun Curliaia -4 | Canraba Hust ki Aumos
Marion Caniraky -4 Carraba Hoe (Diw Amreone
Miyyign) - Epll Remole
blarun Caririalia -& Coarriahia Her Emssurdy Farsta
=1 Warun Curiraha A | Carfraba Host Sium Rumot
Data Center Fulicaii Cartandul F | CarciATT |
" Pulpsei = SF | CalegATT Pbpund CitgiATT
Plipgh) " F | CalgiATT oy e ATT
Puiirihi Carbwsndak F | CairsiATT OliveduslATT
Unian Cartandals -F | CaingidTT
l‘h’l‘lﬂnl‘, = Linign C: F | CalrgiATT Tarmins Ramaje
1 East Main BWET? Catlurediah F | Cage G NG Aos)
Sprmet Lnian Catbondil | Cape Grorders WOAws! | MeClurs Remels
Frantur |
RBGILAFO I | Cley | Qiney 3ED-F | - &
H ED ar = L'AHI'HHI A 1 :+§ ER-ER__ |
Cadualin Carbandak Marian 1ED - F =7 BR-8R
-F
Tucison Carlundal | Carbondaks 160 - F ELE] 5A-EA
JED -F |
Johnson 'Gul‘bu;lﬂh Warian 1ED - F A+l ER-ER
Miyyign) =A | Wascouiphe F FLF
Mirun Carntrais - & | Oy 3E0 - F a2 3A-8A
Mininuc Carbandal | Main 1E0-F ELE] 5A-EA
F
[ Carbendak Marian 1ED - F v BR-8A
F
Pty Caibaidak Caibendaks 160 - F a+E BA-BA
L JED -F |
Peery Cul‘hﬂ;mh Wascoutah -F 242 SR-ER
Pulaski 'Gul‘bu;lﬂh Carbondals 160 -F ™7 ER-ER
| Righiard Dine=y JED-F | ey 1ED - F 1 -7 ER-ER
saine ‘Carndaky Warian 1ED - F G+b ER-ER
JED-F |
Unian 'Gurbupmlu Carbondaks 160 -F 242 ER-ER
Wiphoeh - 1ED - F +1
Wihike iy 3ED-F | Carbondaka 350 -F +3 8R-8R
Willianiesn iy 3ED-F | Carbondaka 350 -F +3 8R-8A
Citg el Carbaidak Caiborndaba 160 -F +. 8R-8R
Mypyign) JED -F
Cliry inay-F [SED | FruraGTOS
Elay Diney-F [ED_| PoraiGTO5 Thy ChyREY
Clpy DinsyF [ED |
Tl Dinay-F [3ED | Oneeyd0TOS Gt Spigs
T
" = | Hew Hyupn 10GAT SpElT |
Wikl Caftsndak -F | kaw Hireon DS 10 Bty
Cadualin Carbundak F | Meras Cily 10547 OmaiaASLETY
Gallaiin Cartandals -F | Ekiomdo SEU S8 ZTET Mo name Ridgan
¥ Optad
Ini from
SaliraT
Ed F
Jashson Carbondak F | FaeyTidE10 F]
Jichson Carbendak F | PaeyDMS1D BhuklaSE0 1]
Jiszhson Caiboidak -F | Pk iarETRS 2
L Apshson Carmndals F | CarbpndabsDAMSIG0 [
pE ] Carbandals F | CarbondalaiDRS100 FornREC 2 Pamas
| L r—
Jochson e F | DRAS150 L 5 2 Villkams
o
Spitt |
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Attachment B - Trunk Enginearing Worksheet - Source PSAP Diagrams in C5 Foolprint - to be validated with all Carriers

Design Document Format for Access Trunking

Jochson e F | e sl £l 2 Villkams
o
Spitt |
Juzhsor [= F | G = PEREE = 2 Vil
s _|
Jochson Carbandals F | Anral3EL 2 Spii 7
Lz
Duplica
(1]
Juchson Carbondan F | AnrmSEL CotdeniRSU [} Bplity
Lirizn
Dhaplcat
a7t
Uik Carbondak F | Ao AETOS Cobadan iR 2
Joirisn Caibendak F | Maron Mais S50 Crad Springs R | 2
Johnson Carbandals F | Marian Maie B anewils RS 2 m“i‘
Unian Carbandals F | MaronGTOE orewliaFRE 2 Spii 7
Waricn¥
3
Jubdisan
il
Uinign T
Joknson Carbandals F | Marian Mais fEU Wisrina R5U 2 SplT
Karizn
L
MWaseac
o
Miyyign) Gonimiy -4 1
Ll Cantnaha -4 Aaront TS0 Farira Remok Fl Clry
: spaT |
Clawy BCTC -A, TS0 & 2 Oy
IETG
BRT
Maruan Carkiahi -4 Al ol Hesl B Palir Ramals 2
| Wavinn Sardal Hosl | F]
Mprinn Ganimiy -8 Mo Ppinkp Fempds 2
bliarun Cantiaka -4 Heylutors Heal Irang Rarnshi 2
Puliraki Carbardak F | AnmSEL DurgalaREL 2 Leizn
Bplry
Cusplicad
wk
Unian Carbandals F | Anra {GTOS CurgoisR5L 2 Spii 7
Pulaski
Duplcat
| el
Piipgh) Carandal F_| IR F
Puipski ¥ F | An 2
Jicison Carlandak F | MuiphysorsDWE1 0 E]
Unikn Carbendak F | Muiphysbors Hesl Grand Tindsi 2 Bty
GTALE ¥ Jachssn
T
| ogkgon = ]
Mo Carbendak-F | Maronath 2
Mmssms Carbandals F | Marondh WisrnaREL [ Spli 7
Kanicn
-
Jarhsan
T
Joiien Caibordak F | MukopodaGESS Horl Bplry
I Caibandak F | MakopadeSESS & Sk
| Mpssne | Cormnggie-F | MepipisGESS ST
Fizliard Dinay-F [3ED | OineySBLI
Fichiasd SirayF [SED | CineySEL ElamamartFEU
Richiard DineyF [MED | DineyS5BLI MobleR5L
| Bighipad | QinesF [3ED | OingySEL | CahoundREL)
Richipe) DinayF D |
Rishiirsd DinayF [3ED | LaweencursiiaSHL Bummi R
iz -0 DirvayF [BED | LaweincarslaSBL ChireayREU Bplry
QineyF [ED | W, SalemTME10 1 i
Richiand'Cly | QineyF [ED | WendsinTRER 10 2 SpiiT
¥
Flghigng | WenoeinTIME 10 | DurdzmRELE F
[ Carbendak-F | MukopolaSESS JoppaifEid 2 Dusplcat
oF
Spitt |
Pulaski Carbandale- F | MeopoleSESS JopralREd 2 Duplcat
¥k
SpElT |
JoRion Caibaidak F | An Hoil -F M A Bplry
Pubysli? |
Massac Carbandale F | AnralETOE [ prralk R 2 Fulashi!
ST |
Pulpski [+ SF | ALl | EareskWTAN 2 Wgec
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Design Document Format for Access Trunking

T s |
Pty Caibwrdak F | Carbondaka/DRS120 2
Purry Caibrdak F | Carbondak/DIS120 AxaASCE 2 Taghian
IGpiR?
Rardigh-0 Caibwrdak F | SpantalSEL 2 Bplrd
Pury Caitondak F | SpartaSE CoullervibaiREU []
Py Carmndale F | Pamy S50 F]
Bandoph-0 L F | Pamya50 Shalwdin'550 Spafr |
ko Catbuidalk F | DuQusics ElaluREL
Pty Catbuidak F | DulusisS830
| Ferry Gartandale F | DuluginTal | EmdlnRsL
Peery G E
Pty Cartwndak -F | Wosdian! 1084,
Pty Catbundak F | Wosdasn/ 1084, TaramaRSLE
Prery -F E
Unign +F i
Lnin Carbndak F | Anra A2TOS Cyprices AS 2 Jabnsan
L : SpaT |
Julnson Carbandals -F | Anra Hosl -F Cypress RSL SpliT
Unign |
Pulmski Carandals F | Anral3EL CypressRGL 2 Sl
Uizn 't
Duoprlicat
oF
Spine " =F | Harsbeg Hogl SEL)
Sadna Cartwsnefak F | Haiviibery Hosl 8BL Canar Wik RS
Salina Cabuidak F | Harriil Huril BBL Sienulor ASL
Salne " =F | Eijomdn SAL) Map
Calain -0 Carbandalk F | EMonsdo S3U Ridgway REL hat la
Gallaln
- nof o
G
Dhmgram
?
Saling Cartandals F h ADEA 2
Spine ool F | Wes| Frankiyl 3E55 H | Thomgeaneile REW | 3
Saling ¥ Ed
Liken Carbondak F | Carbondak 8 Jaghian
RS 100200 Sl
Dhoprlcat
¥
Wil iy Dinay-F [3ED) | ML Carrmul SESS E:
Wiy [] Wi Carsual SEGS Badirmezot REM 2
Wiphgeh Diney F[XED] | Lawrencerslls GTOH Alandaks RS0 2
Heal
| Wiphoeh | Qiney FI3ER] | Wesl Sakem D6 100 F]
Wighomh Dingy FIER] | Conm GTDG Mgl | el RSU JTS SpET |
Wikila Dy F[EED] | Fadrludd QTOS Bureil Praria REL
Wihila. vy F[EED] | Caarre GTOS Erfiakil REL
Wihils Dinay -FIED] | Canmi GTRG | Geapeils BEL TR Sl
Yiibiie: Aingy FIRER) | Ly GTDG Bpyrin RSL)
Witite Dirvky FT3ED) | Weiis City
Wil Caibondak F | Mairii City DMS10 Diriiadiia AL
| Carxndal F | HeminGTDE : | 21557y
Willlarrecn Carbandals F | CarerllalGTOR 25T Facksan
JBplin?
Willlarecn Carandals -F | Warian MaisTETOS FIEETY City
Warizn
SpElT |
Wiillianeesn Carbeidak F | Maion MasiGTDS Crad SpingwREU | 2 |BST) Bpll 7
Waricnd
5
Jatnsan
Wiilliarresn Carbendak F | Marion MasiGTES GenreiaH =1 2 |BET) Bplt
Warizn
]
Jatnsan
Willlarecn Carandals -F | Warian MaisTETOS Mprioe SouthREL | 2 [55T) =]
Warien
SpET |
Wiilliarroesn Carbeidak F | Ralagh/3TOE 2 |BET)
| Willisrreon | Carbondala F [ Ralegh3T05 _____ | PatonFLG 2 [BEV)
L Willlameon | Cartandale -F_| Wesi FrankioittSESS | 2 |S5Th —
| Yillyrsgn | Corondal F | | &IS5T)
Willamecn | G F | WesiFrankbonSESS | ThorsssredaRAW | 2 |z57)
Williarroesn Cailandak F | Carbonosta DS 100230 8 |WF) Taghian
JBplin?
Wiilliarreesn Caibeidak F | CHpomas TG00 | Aopallon @S0 2 |NF) Facksan
L1 Ly
L= F & NS00 | MU RS L] fackman
‘Williarroesn Carbardak F | Hamiborg GTOS 2 Halirm
| ! Spair |
| Boine | Carfondal F | Hamishemg oT00 Gomiar WiEREL Z SpalT |
Joiren Corandals F | Hamistem!oT00 ShentlurREL Fi SpET |
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Design Documen

| Cartondale F |
Crassie

t Format for Access Trunking

Jmmmu_'lmlmﬂw_

Dirvky FT3ED)

Circdcrella

Carbandals F |
Caibaidak F

| BalwindHet
BakbwiraHoal it Pl i

Mascouish -
Mpsgoyiph - F |

_ FakpuiniCan

BalbwirH ol

BakdwareHest CakdsinEgypio

| BaktwirdHoet RigtEgypion

i Heeal

Shelronir Hasl

b |k

| Viliymeon |
Wbk
Apchgon
sk
Furry M icicoulah - F
Peery

Proery
Birnn

Birmn

Spine
Witit

b fpa

| abigren Moyl | Broyghion Remole
| Duahigren Hosi Bairasile Aumote
|

Rasathins

Rizsichira Equaliy

n Cartandals -F

Rasiclyina Leamingion

Gaatin Caibeidak F

Fecsichirg Carwua In Az

Salne Caibaidak F
Saline - Cartondale -F

Rizsichir

Rasichire Equality

rafe |k

Baline - 0 Carlendak £

Resichira Luaarminglon
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Carbandals-F

| Eimpson
Simpson MHos AarehavRamole
15 i i Etuteeriien

Tiney -F

CizneiHoat Moo ErisRemobs

Dinay -F

CasnarHast M. Efufemom
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DineyF ED

[ | Bns

| Louigyile Host
Lauieyils Hoat Kenla Remaie

k| majpa

Dinay F [0

Lowsvile Haal Bk
GogaaiFamae
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Lowswie Host | Kenia Remate
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L |CiMeicn | Coangal F | Aledsiee I Fi
PCE |
Tl DinayF [0 | Bpinl PLS
| Juchson Cattardan F | Bpinl PCS
J TN - F | Sprin| PLS
hirnan Carilia i -4 Bpinl PLS
Mo Caibundak F | Sponl PCS
Pulaski Carandale F | Sprini PGS
| | SineyF [MED | Sprin] PG
| Urikan Carbendak -F | Bpon PO
[ Vitite Ctivay F[AED] | Bt P
| ‘Williarrseen | Carbendak £ | Sprnl PO
City Marioe | Cartanaak -+ | Sprin| PGS )
Clay DinayF [3ED | T-Mabis 2
| lachsos Carbondak F | T-Mubik 2
| Sohrsgpn o £ | T-Wintdls 2
Mypyign) Conipiy -4 1 T-Mobily
Pusey Carbondak F | T.hiobik
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| Richipnd | DineyF [BED | T-Mobils
Unign Corondal F | T-kobik
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Gaain Carbendak F | Vansn 2
Jiszhsors Caibondak F_ | Vaisen £
|oohmson | Carandal F | Varzon F
Precy G & | Yerman
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Wikl DirayFIIED] | Varzen
Williarreen | Cartandal F | Vanmn
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s i Ptk L.
Jiszhsors Caibaidak F
Wonage 1
g L EJ L]
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Jpshzon Sarandal F | Clearapys CLEC F]
[ Jongon C F | Cinanaps CLEG
| Mliriias Cartwndak -F | Cluiiwirsa CLEC
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1 Salinu Carbortan F | Cluarmins 0LEC
Unign =F | Cinanspys CLEC
Williaiieesn Caitwndak F | Cladimira CLEC
City Mariers | Caibondak F | Cladmwiva CLEC
Ciher Balorw Line not on
Caivian | e ieny -
Locale
Fifsl Cullulir Sail
Gaain Catbuidak F | Fosl Celukr Sa 0L
Jmcueg Cartandae F | Fins Celular 5oL
| Joiren . = | FinA Ceibjir 5p
| Pusey Caitwndak -F | Forsl Cellubir So 0L
| Puliciki Carberak F | First Callubar So 1L
| Linisn Caibsidak F | Fust Colluka 8o L
| Richipnd | QineyF [ED | Fied Celulr 5ol
Saling o F | Fires Cellular 5ol 2
Willianesn Carbendak F | Fost Caluki Sa L 2
Muslal Partars |
Jpchgon SCorgndal F | Mewiel Porjnery Wig 4
dobmon | Cormrdale &F | Mewln Porjnory Wing
Wi Oinay-F [3ED | Maslal Parkers Wira
Hitita Dinay-FIIED) | Mastid Partars fir
| Wdlllamesan = F | Hewiel Parieers Wire |
ity dprion | Cortgrdale -F | Mewlnl Wirglags Fi
T Whrakis |
Jichson Carbendak F | TC Wirakiss 2
Joknson Carbandals F | TCI Winsleaes 2
Masanc e SF | TC) Wirabees 2
Spine F | TCI Wirgiees Fd
Uikan Carbondak F | TC Wirakiss 2
Willlamecn Carbandals F | TCI Winslees 2
Aaro Comm CLEC |
| Carangai F | Asp Comm CLEC F
Jichson Cails i F | Asrs Comes CLEC 2
| Jobraon Carberdak F | A Come CLEC ]

THIS DOCUMENT IS PROPRIETARY AND CONFIDENTIAL. USE WITH PERMISSION ONLY.
Page 68




Assure911.net-DG-CSI/NG911-002 January 31, 2012

CSI/NG911 Access Plan Document EXHIBIT 15

Attachment B - Trunk Enginearing Worksheet - Source PSAP Diagrams in C5 Foolprint - to be validated with all Carriers

Design Document Format for Access Trunking

F ™
Salna Catbuidalk F | Aaws Comes CLEC
Williarresn | Caibondak F | Aars Comes CLEC
City Marioss | Carbendak F | A Comes CLEC
Big River Teloom
CLEC
Salng Carbandals F | Big River Tekoom 2
CLEC
Unian Carbandals F | Big River Tekoom 2
CLEC
ik DinayF [ED | Brg Fowat Takeom F
CLEC
Witi i El iy Favar Takcom 2
e |
_Sprird CLEC |
Jichson Caibwrdak F | Sprnl CLEC 2
Percy Lol & | Sprin| CLEC 2
Plipgh) =F | Sprn| CLEC
Salne Caitmndak -F | Spinl CLEC
Uik Catbundalk F | Sponl CLEC
| Willamean | Garbandalk F | Sprin GLEC |
| CityMpnion | Carondal F | Sprnl CLEC
LEWELY CLEC |
Purcy Carbondan F | LEVELS CLEC Fl
| Pupskl | Carandal F | LEVELY CLES | F]
Spling ¥l F | IEVELICLED 2
Culle Partiurs |
Purcy Catbandak F | Calo Patnars
Pulski Cartandalks -F | Cafio Parinen
Williymecn F | Caln Patnemn
City Maries | Carbondak F | Callo Panmrs
Dudlis Comes |
Pulnski Carbandals F | Deba Corm 2
ATAT CLEC |
ity Mo ‘Carbandalks F | ATET CLEC 2
o J
Comiruicalons
Salng Carbandals F IEM'M 2
Cell One Verzan?
| iy Diney F [PED | Cob Ono Warsiess z
blaruan Cantraka -4 Call Oria ‘Whrakass 2
CaleoComem |
Salng Carbandals F | CalirnCormm 2
Chairtsa i bsa i J
LEGLEC
Myyign Gonipiy -4 | Charjsr Fheink CLEC F
Lightigead |
_ELEC
blarun Cantraka -4 Lightipases CLEC 2
I CLEC |
blaruan Cantraka -4 Istrasn CLEC 4

Mote: This will be the summary werkshoot 1o Map the Trunking
Load Balance will be a major consideration
Lines to be added far every switch Bar esch Carrier for each Central Office
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References

Documents filed by CSI

1. Next Generation Design Plan, Assure911.net-DG-CSI/NG911-001
2. Next Generation Access Plan, Assure911.net-DG-CSI/NG911-002
3. Test Plan Document, Assure911-STP-CSI/NG911-001

4. NG9-1-1/CSl Cutover Strategy, Assure911-STP-CSI/NG911-002

Title 83 Administrative Code Part 725:

1. http://www.ilga.gov/commission/jcar/admincode/083/08300725sections.html

NENA and SIP References, included in the filing as Exhibit 12

1.

NENA i3 standards, “Detailed Functional and Interface Standards for the NENA i3 Solution
Version 1.0,” Standard number: 08-003 v1*, approved June 16, 2011,
http://www.nena.org/stories/technical/executive-board-approves-i3-standard

NENA Glossary of terms document, http://www.nena.org/sites/default/files/INENA%2000-

001 V16.pdf.

NENA: “The NENA 75-001 Security for Next-Generation 9-1-1 Standard (NG-SEC) contains a
number of sections which apply to ESInets including; Security Policies, Information Classification,
Safeguarding Information Assets, Physical Security Guidelines, Network and Remote Access
Security Guidelines, Change Control Documentation, Compliance Audits and Reviews. ESInets
should be NG-SEC compliant.

http://www.nena.org/?page=ng911 security&terms=security+and+standards

NENA Operations Standards for NG9-1-1, NENA 57-750 NG9-1-1 System and Operational
Features and Capabilities Requirements pdf. Rick Jones - lead.

Access Trunking Reference IP-PBX / Service Provider Interoperability, "SIPconnect 1.1 Technical
Recommendation", SIP Forum Document Number: TWG-2

NENA ESlInet Design for NG9-1-1 draft document NENA 08-506 Version 1, August 16, 2011.
ESlInet Design for NG9-1-1 NENA 08-506, Version 1

CSI Narrative including Future Benefits not covered in CSI ICC Pilot application Design Plan

List of Exhibits included in this filing:

1.
2.
3.

No o s

Exhibits 1-9 Legal and Regulatory References.

Exhibit 10 Assure911 Test Plan

Exhibit 13 CSI RFP - This document defines the Network Design as described in the “REQUEST
FOR PROPOSAL FOR AN IP-BASED NEXT GENERATION 9-1-1 COMMUNICATION SYSTEM
for Counties of Southern lllinois NG9-1-1 Association,” submitted on September 21, 2010 by:
Ken Smith — Chairman, 300 N. Park Ave., Herrin, Illinois 62948, 618-988-6911, document dated
August 2, 2010.

Exhibit 14 Design Plan

Exhibit 15 Access Plan

Exhibit 16 Cutover Strategy

Exhibit 17 CSI Contracts
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