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CYBER SECURITY LANDSCAPE

Security on The Grid..
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Threats Are Immense & Relentless

Security is a Big Data Problem
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CYBER SECURITY STRATEGY

MISO Intelligence Driven Security

Monitor & Analyze

Response

Operational awareness of

normal network activity, Monitor & Analyze
comprehensive knowledge Response

of the relevant threat
landscape, ability to detect ‘

anomalies in network

Prevention

behavior, and ability to
qguickly resolve anomalies

£MISO



MISQO Intelligence Driven Security
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Threat EreNenion Analytics Operational Incident
Intelligence Awareness Response
Leveraging Capabilities Developing ability Understanding Ability to quickly
comprehensive proactively to detect subtle normal network resolve anomalies
knowledge of the deployed to protect anomalies in activity, data flows to minimize impact
network behavior and user behaviors

and prevent

threat landscape
compromise

Risk Management

Governance
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MISO
Enterprise Risks
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MISO Security Capabilities
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MISO Security Partnerships

«  Securly Standards (Policles) based on unifled control framew
Risk Management based on imemational Standards 7005 3
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Agency Partnerships




